
Start (with Doug, not Daji) 

3:00 

● Discussed requirements 

○ Explained what old team did 

■ Old camera that could be hacked to move 

■ Virtual camera 

● Can’t get to work 

● Non-persistent 

○ Make our own physical device 

○ Make our own virtual device 

○ Create “package” a high school could use 

● Discussed our package vs iserink 

○ Iserink is a very heavy program 

● What to do with physical device 

○ Need multiple (one for each team) 

○ Maybe use as anomaly 

■ Blue team hacks it 

● Physical device 

○ Raspberry pi with camera? 

○ One for each team 

○ Have place for red team to research device’s vulnerabilities 

■ “Here is X camera purchased at fakeurl.com” (have vulnerabilities there) 

○ Can have blue teams partly do the setup 

● Package vs just vm 

○ Don’t bother making deployable network 

○ Create vm that can be deployed in a cyber range 


